
 

Adatkezelési tájékoztató (adatvédelmmel kapcsolatos
információk a belső visszaélés-bejelentési
rendszerről) 

A bejelentő rendszerrel összefüggésben végzett személyesadat-kezelésre 
vonatkozó információkat az alábbiakban ismertetjük az Európai Unió Általános 
Adatvédelmi Rendelete (679/2016/EU rendelet, „GDPR”) és a vonatkozó magyar 
jogszabályok, így különösen a 2023. évi XXV. törvény – a panaszokról, a 
közérdekű bejelentésekről, valamint a visszaélés-bejelentési rendszer 
szabályairól (a továbbiakban: „Panasz tv.”) – rendelkezéseinek megfelelően, 
amely átülteti az Európai Parlament és a Tanács (EU) 2019/1937 irányelvét 
(2019. október 23.) az uniós jog megsértését bejelentő személyek védelméről. 

1. Milyen információkat tartalmaz ez a dokumentum az Ön számára? 

 

Az alábbiakban tájékoztatjuk Önt személyes adatainak kezeléséről és a belső visszaélés-

bejelentési rendszer keretében az adatkezeléssel kapcsolatos jogairól.  

 

A vonatkozó adatvédelmi szabályoknak megfelelően az alábbiakban részletes áttekintést 

adunk arról, hogyan kezeljük az Ön személyes adatait, és hogyan biztosítjuk az Ön jogait. 

 

2. Ki felelős az adatkezelésért, és ki az adatvédelmi tisztviselő az egyes esetekben?  

 

Az adatkezelésért felelős adatkezelő a thyssenkrupp Materials Hungary Zrt. 1158 Budapest 

Fázis u. 6.. Ha a bejelentés közvetlenül a thyssenkrupp Materials Hungary Zrt  részére 

történik, és a cég a bejelentést nem osztja meg a thyssenkrupp AG (CO/L&amp;C-INV) 

compliance osztályával a Belső visszaélés-bejelentési szabályzatban leírtak szerint (lásd a 

„Hogyan lehet bejelentést tenni?” rész 4. szakaszát), akkor a thyssenkrupp Materials 

Hungary Zrt az egyedüli adatkezelő. 

 

A [thyssenkrupp Materials Hungary Zrt adatvédelmi tisztviselőjének elérhetőségei: _ 

Kamarás Viktor, E-mail: viktor.kamaras@thyssenkrupp-materials.com, 1158 Budapest, 

Fázis u. 6. 

 

Amennyiben a bejelentést közvetlenül a thyssenkrupp AG (székhely: thyssenkrupp Allee 1, 

45143 Essen, Németország) részére teszik meg, vagy azt a [magyar cégnév] osztja meg a 

thyssenkrupp AG compliance osztályával a Belső visszaélés-bejelentési szabályzat „Hogyan 

lehet bejelentést tenni?” című részének 4. pontja szerint, a [magyar cégnév] és a 

thyssenkrupp AG a belső vizsgálat lefolytatása céljából közös adatkezelőnek minősülnek. 
 



 

A thyssenkrupp AG adatvédelmi tisztviselőjének elérhetőségei:  

 

E-mail: compliance.gdpr@thyssenkrupp.com 

Cím: compliance department (CO/L&amp;C-INV), thyssenkrupp Allee 1, 45143 Essen, 

Németország 

 

A közös adatkezelői megállapodás lényegéről további információk az adatkezelési tájékoztató 

végén találhatók. 

 

3. Milyen adatkategóriákat kezelünk és honnan származnak ezek? 

 

Feldolgozzuk a bejelentő által a bejelentésében megadott személyes adatokat és a vizsgálat 

során gyűjtött adatokat. A bejelentések névtelenül is benyújthatók, és a bejelentő nem 

köteles személyes adatokat megadni. Bejelentés benyújtása esetén a bejelentés tartalmától 

függően többek között a következő adatok vagy adatkategóriák kerülhetnek feldolgozásra, 

amennyiben ez a bejelentés megfelelő kivizsgálásához feltétlenül szükséges: 

 

• Személyes adatok (pl. cím, vezetéknév, keresztnév, nem, születési dátum, 

állampolgárság, fénykép, személyi szám) 

• Kapcsolattartási adatok (pl. e-mail cím, telefonszám, faxszám, cím)  

• Üzleti kommunikációs adatok (pl. személyes, telefonos vagy írásbeli kommunikáció 

tartalma)  

• Szerződéses adatok (pl. szerződés azonosítója, szerződés előzményei) 

• Banki adatok, fizetési adatok (pl. fizetési adatok, számlaadatok, számlázási információk) 

• Különleges kategóriájú személyes adatok, ha alkalmazható 

• Munkaidőre vonatkozó adatok (pl. munkaidő-nyilvántartás)  

• Műszaki adatok (pl. informatikai rendszereink és eszközeink használata során generált 

naplóadatok) 

• SAP-adatok (fizetési engedélyezés, jóváhagyási folyamat, megrendelési folyamat) 

• Adatok az egyesületi tagságról (jegyzőkönyvek stb.) 

• Teljesítés igazolása / szerződések / fizetés igazolása 

• Azokról a személyekről, akiknek lényeges ismereteik vannak vagy lehetnek a bejelentett 

potenciális jogsértésről, interjúk során szerzett adatok 

• A nyilvánosan hozzáférhető forrásokból (pl. közösségi vagy szakmai hálózatok, ingatlan-

nyilvántartások, kereskedelmi nyilvántartások) jogszerűen beszerezhető adatok, 

valamint a hatóságoktól kapott adatok. 

 

A Panasz tv. értelmében, a belső visszaélés-bejelentési rendszer keretében a személyes 

adatok 

a) a bejelentő személyének, 

b) annak a személynek, akinek magatartása vagy mulasztása a bejelentés alapját képezte, 

és 

c) annak a személynek, aki lényeges információval rendelkezhet a bejelentés tárgyát képező 

ügyről, 



 

amelyek a bejelentés kivizsgálásához elengedhetetlenek, kizárólag a bejelentés kivizsgálása, 

valamint a bejelentés tárgyát képező magatartás orvoslása vagy megszüntetése céljából 

kezelhetők, és közölhetők a bejelentő védelmét ellátó ügyvéddel vagy a bejelentés 

kivizsgálásában részt vevő külső szervezettel. 

 

A bejelentőtől csak a bejelentés elkészítéséhez szükséges adatok megadása kérhető. A 

bejelentés kivizsgálásához nem szükséges, benyújtott személyes adatok haladéktalanul 

törlésre kerülnek. 

 

A személyes adatok forrása: 

 

Belső vizsgálat keretében feldolgozzuk a bejelentőtől kapott személyes adatokat és más 

forrásokból (pl. olyan személyektől, akiknek tudomásuk van vagy lehet a bejelentett 

potenciális jogsértésről, nyilvánosan elérhető forrásokból és/vagy hatóságoktól/bíróságoktól) 

kapott személyes adatokat. 

 

4. Milyen célból és milyen jogalap alapján történik az adatok feldolgozása? 

 

A feldolgozás célja: 

 

A thyssenkrupp Materials Hungary Zrt a Panasz tv. 18. §-a alapján köteles belső visszaélés-

bejelentési rendszert létrehozni, mivel a társaság alkalmazottainak száma meghaladja a 49 

főt. A társaság e jogi kötelezettségnek megfelelően létrehozta a belső visszaélés-bejelentési 

rendszert, amelyben a bejelentés kézhezvételekor szükségszerűen személyes adatok 

kerülnek feldolgozásra. Az adatkezelés célja, hogy a társaság teljesíthesse a Panasz tv. 

szerinti belső visszaélés-bejelentési rendszer létrehozására és működtetésére vonatkozó jogi 

kötelezettségét, kivizsgálhassa a beérkezett bejelentéseket és megtehesse a megfelelő 

intézkedéseket. Hasonlóképpen, amennyiben a thyssenkrupp AG-val közös adatkezelés 

történik, az adatkezelés célja ugyanaz, azaz a beérkezett bejelentések kivizsgálása és a 

megfelelő intézkedések meghozatala. 

 

Más szavakkal, a személyes adatok feldolgozása belső megfelelési vizsgálatok lefolytatása 

céljából történik, a Panasz tv. és az alkalmazandó jogszabályok rendelkezéseinek 

megfelelően. A vizsgálatok célja a szabályozási és büntetőjogi szempontból potenciálisan 

releváns magatartás azonosítása vagy cáfolata, valamint a belső megfelelési irányelvek 

megsértésének azonosítása vagy cáfolata. A személyes adatok feldolgozása különösen a 

beérkezett bejelentés vizsgálatára, a szabálysértések tisztázására, a jogi kötelezettségek 

teljesítésére, ellenintézkedések meghozatalára és jogi igények érvényesítésére irányul. 

 

A személyes adatok feldolgozása a következő jogalapokon történik: 

 

• A feldolgozás jogalapját a társaság jogi kötelezettségének teljesítése (a GDPR 6. cikke 

(1) bekezdésének c) pontja) képezi, összhangban a Panasz tv. 18–28. §-ával (ahol a 

bejelentés vizsgálata kötelező és a Panasz tv. szerint nem lehet eltekintetni tőle). 



 

Ha különleges adatkategóriákat (azaz faji vagy etnikai származásra, politikai véleményre, 

vallási vagy filozófiai meggyőződésre, szakszervezeti tagságra, genetikai adatokra, 

természetes személyek egyedi azonosítására szolgáló biometrikus adatokra, 

egészségügyi adatokra és a természetes személyek szexuális életére vagy szexuális 

irányultságára vonatkozó személyes adatokra vonatkozó személyes adatokat) dolgoznak 

fel, az adatkezelés jogalapja a társaság jogi kötelezettsége (a GDPR 6. cikke (1) 

bekezdésének c) pontja és a Panasz tv. 18–28.§-a), és az adatkezelés továbbá a GDPR 

9. cikke (2) bekezdésének b) pontja (az adatkezelés szükséges az adatkezelő vagy az 

érintett foglalkoztatási területen fennálló kötelezettségeinek teljesítéséhez és jogainak 

gyakorlásához) a GDPR 9. cikke (2) bekezdésének f) pontja (az adatkezelés jogi igények 

megállapításához, érvényesítéséhez vagy védelméhez szükséges) és 9. cikke (2) 

bekezdésének g) pontja (az adatkezelés jelentős közérdekből szükséges) 

rendelkezéseinek hatálya alá tartozik. 

 

• Ha a társaság a Panasz tv. alapján nem köteles kivizsgálni a bejelentést, akkor a 

feldolgozás jogalapját a társaság és a thyssenkrupp AG jogos érdeke (a GDPR 6. cikke 

(1) bekezdésének f) pontja) képezi. Ez akkor áll fenn, ha (i) a bejelentést olyan személy 

tette, aki nem azonosítható, (ii) a bejelentést a Belső visszaélés-bejelentési szabályzat 

„Hatály” részének 1. pontjában felsoroltakon kívüli személy teszi, (iii) a bejelentés 

ugyanazon bejelentő ismételt bejelentése, amelynek tartalma megegyezik az előző 

bejelentéssel, (iv) a közérdek vagy egy elsőbbséget élvező magánérdek sérelme nem 

állna arányban a bejelentés kivizsgálásából eredő természetes vagy jogi személy 

jogainak korlátozásával, vagy (v) ha a thyssenkrupp AG részt vesz a kivizsgálásban. 

A jogos érdek jogi igények érvényesítéséből, gyakorlásából és védelméből áll, valamint 

abból, hogy kivizsgálhassunk egy bejelentést, még akkor is, ha a potenciális jogsértés 

súlyos negatív hatással lehet a thyssenkrupp AG-ra és/vagy a thyssenkrupp csoportra, 

valamint a jogi előírások végrehajtásából áll. 

Ha különleges adatkategóriákat (azaz faji vagy etnikai származásra, politikai véleményre, 

vallási vagy filozófiai meggyőződésre, szakszervezeti tagságra, genetikai adatokra, 

természetes személyek egyedi azonosítására szolgáló biometrikus adatokra, 

egészségügyi adatokra és természetes személyek szexuális életére vagy szexuális 

irányultságára vonatkozó személyes adatokra) dolgoznak fel, az adatkezelés jogalapja a 

társaság és a thyssenkrupp AG jogos érdeke (GDPR 6. cikk (1) bekezdés f) pontja 1. 

bekezdés f) pontja) és a Panasz tv. 18–28. §-ának végrehajtása), továbbá az adatkezelés 

a GDPR 9. cikke (2) bekezdésének f) pontja (az adatkezelés jogi igények 

megállapításához, érvényesítéséhez vagy védelméhez szükséges) és 9. cikke (2) 

bekezdésének g) pontja (az adatkezelés jelentős közérdekből szükséges) hatálya alá 

tartozik. 

 

5. Ki kapja meg a feldolgozott személyes adatokat? 

 

Minden adatot szigorúan bizalmasan kezelünk, és csak azoknak a személyeknek adjuk át, 

akik részt vesznek az adott folyamatban, azaz a vizsgálatban. Ez alapvetően a következő 

személyek csoportját érintheti:  

 



 

• A rendszermenedzser és egy szerződéses külső jogi tanácsadó, ha a bejelentés a 

társaságnak történik, 

• A thyssenkrupp AG compliance osztálya, ha a bejelentés a thyssenkrupp AG-hoz érkezik, 

• Szükség esetén a rendszermendzser megoszthatja a bejelentést a thyssenkrupp AG 

compliance osztályával, 

• Szükség esetén a következő további címzettek: szolgáltatók (ügyvédi irodák, 

könyvvizsgáló cégek és IT-szolgáltatók); pl. thyssenkrupp Materials Hungary Zrt és/vagy 

a thyssenkrupp AG által megbízott külső jogi tanácsadó, aki jogi tanácsot ad a bejelentés 

értékelésével és kezelésével kapcsolatban, 

• Szükség esetén a bűnüldöző, pénzügyi és egyéb hatóságok. 

 
A belső visszaélés-bejelentési rendszer úgy van kialakítva, hogy a bejelentő 
személyazonosságát felfedő bejelentő és a bejelentésben érintett személy (azaz az a személy, 
akivel szemben a bejelentés történt, és bármely személy, aki lényeges ismeretekkel 
rendelkezik a bejelentett tényekről) személyes adatai nem adhatók át más személyeknek, 
mint azoknak, akik jogosultak az ilyen adatokhoz. A vizsgálat lezárásáig vagy a vizsgálat 
eredményeként indított hivatalos büntetőeljárás megindításáig a bejelentést vizsgáló 
személyek az érintett személy tájékoztatása mellett a bejelentés tartalmára és az érintett 
személyre vonatkozó információkat kizárólag a vizsgálat lefolytatásához feltétlenül szükséges 
mértékben oszthatják meg a munkáltató más részlegeivel vagy alkalmazottaival. 
 
Ha nyilvánvalóvá válik, hogy a bejelentő rosszhiszeműen hamis adatokat vagy információkat 
közölt, és 
a) a körülmények arra utalnak, hogy bűncselekmény vagy szabálysértés történt, a bejelentő 
személyes adatait át kell adni az eljárás lefolytatására jogosult szervnek vagy személynek, 

b) alapos okkal feltételezhető, hogy a bejelentő más személynek jogellenes kárt vagy egyéb 

sérelmet okozott, a bejelentő személyes adatait az eljárás megindítására vagy lefolytatására 

jogosult hatóságnak vagy személynek kell átadni, az utóbbi kérésére. 

 

A bejelentő személyes adatai – az előző bekezdésben foglaltak kivételével – kizárólag a 

bejelentés alapján indított eljárás lefolytatására jogosult szervnek adhatók át, ha az adott 

szerv törvény alapján jogosult az adatok feldolgozására, vagy ha a bejelentő hozzájárult az 

adatok átadásához. A bejelentő személyes adatai az ő hozzájárulása nélkül nem tehetők 

közzé. 

 

6. Mennyi ideig tárolják az adatait? 

 

Ha a bejelentés alapján indított vizsgálat megállapítja a munkajogi, szabálysértési, 

büntetőjogi vagy bármely egyéb jogsértés elkövetését, amelynek következményeként a 

munkáltató figyelmeztetésben részesíti a munkavállalót, fegyelmi eljárást indít vele szemben, 

vagy megszünteti a munkaviszonyát, akkor az ezzel összefüggésben kezelt adatokat a 

vizsgálat lezárásától számított 5 év elteltével törölni kell. 

 

Ha a bejelentés alapján indított vizsgálat megállapítja a munkajogi, szabálysértési, 

büntetőjogi vagy bármely egyéb jogsértés elkövetését, amelynek következményeként 

bírósági vagy más hatósági eljárás indul, az adatokat az elindított eljárás jogerős befejezéséig 

lehet kezelni. 

 



 

 

Ha a vizsgálat eredményeként megállapítást nyer, hogy nem történt jogsértés, és sem 

fegyelmi, sem hatósági, sem bírósági eljárás nem indul, akkor az adatokat a vizsgálattal 

összefüggésben legfeljebb a vizsgálat lezárását követő 12 hónapig lehet kezelni, ezt követően 

azokat törölni kell. 

Amennyiben az adatkezelő úgy dönt, hogy a bejelentés kivizsgálására nem kerül sor (lásd a 

Belső visszaélés-bejelentési szabályzat „Hatály” című részének 1. pontjának utolsó 

bekezdését), a bejelentést – az abban foglalt adatokkal együtt – a vizsgálat mellőzéséről szóló 

döntés meghozatalát követően haladéktalanul törölni kell. 

 

7. Az Ön adatai harmadik országba kerülnek-e? 

 

Általános szabályként személyes adatok nem kerülnek továbbításra harmadik országba (azaz 

az EU/EGT-n kívüli országba). Kivételes esetekben a bejelentés belső kivizsgálásának 

megfelelő lefolytatása érdekében szükségessé válhat a személyes adatok továbbítása 

harmadik országokban található érintett csoporttársaságok részére. Ezekben az esetekben a 

megfelelő védelmi szintet az Európai Bizottság által jóváhagyott általános adatvédelmi 

záradékok alkalmazásával biztosítjuk (lásd a GDPR 46. cikke (2) bekezdésének c) pontját). A 

címzett (adatkezelő vagy adatfeldolgozó) adatvédelmi státuszától függően a megfelelő 

általános szerződési záradékokat alkalmazzuk. A standard szerződéses kikötésekről szóló 

információk a https://commission.europa.eu/law/law-topic/data-protection/international-

dimension-data-protection/standard-contractual-clauses-scc_en és a https://eur-

lex.europa.eu/eli/dec_impl/2021/914/oj oldalakon találhatók. További információt erről a 

fenti elérhetőségeken keresztül kérhet. Emellett az EUB gyakorlatának megfelelően a 

szükséges kiegészítő intézkedéseket is megfelelően alkalmazzuk. Ugyanakkor a belső 

visszaélés-bejelentési rendszerben feldolgozott adatok csak akkor továbbíthatók harmadik 

országba (vagy nemzetközi szervezetnek), ha az átvételre jogosult fél jogi kötelezettséget 

vállalt a Panasz tv.-ben meghatározott bejelentési szabályok betartására, és a személyes 

adatok védelmére vonatkozó rendelkezések betartására. 

 

8. Milyen adatvédelmi jogokat érvényesíthet adatként érintett személyként? 

 

Önnek joga van tájékoztatást kérni az Önről feldolgozott személyes adatokról (GDPR 15. cikk). 

A Panasz tv. értelmében, ha a bejelentés természetes személyre vonatkozik, a személyes 

adatok védelmére vonatkozó rendelkezések értelmében a természetes személy személyes 

adataihoz való hozzáférés és azokról való tájékoztatás jogának gyakorlása során a bejelentő 

személyes adatai nem adhatók ki az információt kérő személynek (az a személy, akivel 

szemben a bejelentés történt, nem férhet hozzá a bejelentő személyes adataihoz). 

 

Ezenkívül kérheti adatai helyesbítését vagy törlését (GDPR 16. és 17. cikk). Például kérheti 

adatai helyesbítését, ha a feldolgozott adatok pontatlanok, és kérheti a hiányos adatok 

kiegészítését. Emellett például kérheti adatai törlését, ha a személyes adatok már nem 

szükségesek azokhoz a célokhoz, amelyek érdekében azokat gyűjtötték vagy más módon 

kezelték, vagy ha tiltakozik az adatkezelés ellen, és az adatkezeléshez nincs elsőbbséget 

élvező jogos indok. 



 

 

Önnek joga lehet az adatai feldolgozásának korlátozására is (GDPR 18. cikk). Ez akkor áll 

fenn, ha például vitatja a személyes adatok pontosságát, és az adatkezelőnek ellenőriznie 

kell a személyes adatok pontosságát, vagy ha kifogást emelt a feldolgozás ellen, amikor az 

adatkezelőnek ellenőriznie kell, hogy az adatkezelő jogos indokai felülírják-e az Ön jogait. 

 

Önnek joga van továbbá ahhoz, hogy az Ön által megadott adatokat strukturált, általánosan 

használt és géppel olvasható formátumban megkapja, amennyiben az Ön hozzájárulása 

szolgál a személyes adatainak feldolgozásához, feltéve, hogy ez nem sérti mások jogait és 

szabadságait (GDPR 20. cikk).  

 

Ha hozzájárult személyes adatainak feldolgozásához (hangfelvétel készítése vagy személyes 

adatainak közzététele céljából), ezt a hozzájárulást bármikor visszavonhatja a jövőre nézve. 

Ez nem érinti a hozzájárulás visszavonása előtti feldolgozás jogszerűségét.  

 

Önnek joga van tiltakozni is, amelyről részletesebben az adatkezelési tájékoztató végén 

olvashat. 

 

A fenti jogok gyakorlásához kérjük, vegye fel a kapcsolatot a fenti 2. pontban megnevezett 

bármelyik adatkezelővel vagy adatvédelmi tisztviselővel. 

 

Önnek joga van panaszt benyújtani egy felügyeleti hatósághoz (GDPR 77. cikk), különösen 

abban a tagállamban, ahol szokásos tartózkodási helye, munkahelye vagy az állítólagos 

jogsértés helye található, ha úgy véli, hogy az Önre vonatkozó személyes adatok feldolgozása 

sérti az adatvédelmi jogot. Magyarországon panaszt lehet benyújtani az Országos 

Adatvédelmi és Információszabadság Hatósághoz (cím: 1055 Budapest, Falk Miksa u. 9-11; 

telefon: +36 1 391 1400; fax: +36 1 391 1410; postai cím: 1363 Budapest, Pf.). 

 

Önnek joga van jogi lépéseket tenni, ha úgy véli, hogy személyes adatainak jogellenes 

feldolgozása következtében jogait megsértették. Az adatkezelővel szembeni eljárást az 

adatkezelő székhelye szerinti tagállam bírósága előtt kell megindítani, de az Ön szokásos 

tartózkodási helye szerinti tagállam bírósága előtt is megindítható (GDPR 80. cikk). 

 

Automatizált döntéshozatal nem történik. 

 

Az általános adatvédelmi rendelet (GDPR) 21. cikke szerinti tiltakozási jogáról 

szóló tájékoztatás 

Önnek joga van saját helyzetével kapcsolatos okokból bármikor tiltakozni az Önre 

vonatkozó személyes adatok GDPR 6. cikk (1) bekezdés f) pontja (érdekek mérlegelése 

alapján történő adatkezelés) alapján történő kezelése ellen; ez vonatkozik a GDPR 4. cikk 

(4) bekezdése értelmében e rendelkezés alapján végzett profilalkotásra is. Ha kifogást 

emel az adatkezelés ellen, kérjük, hogy részletezze sajátos helyzetét, azaz miért emel 

kifogást az adatkezelés ellen. 



 

Ha tiltakozik, akkor többé nem fogjuk feldolgozni az Ön személyes adatait, kivéve, ha 

olyan kényszerítő erejű jogos okokat tudunk felmutatni a feldolgozáshoz, amelyek 

felülírják az Ön érdekeit, jogait és szabadságait, vagy jogi igények megállapításához, 

érvényesítéséhez vagy védelméhez szükségesek. 

 

A GDPR 26. cikke (2) bekezdése szerinti információk a közös felelősségről:  

Az adatkezelők közös felelőssége akkor keletkezik, azaz közös adatkezelés akkor valósul meg, 

ha (i) a bejelentő a thyssenkrupp Materials Hungary Zrt-re vonatkozó bejelentést a 

thyssenkrupp AG compliance osztályához nyújtotta be (mert a bejelentő gyanította, hogy 

konfliktus állhat fenn, vagy a vizsgálat pártatlansága veszélybe kerülhet, ha a bejelentést a 

thyssenkrupp Materials Hungary Zrt-hez nyújtja be), vagy (ii) a bejelentés olyan ügyre 

vonatkozik, amely potenciálisan negatív hatással lehet a thyssenkrupp AG-ra, és a vállalat 

megosztja a bejelentést a thyssenkrupp AG compliance osztályával (pl. potenciális 

versenyjogi jogsértések, például kartellezés esetén). Ez magában foglalja az ilyen 

bejelentések közös belső kivizsgálását a bejelentési rendszer keretében. A felek 

megállapodtak abban, hogy az érintettek adatvédelmi jogaikat közvetlenül a thyssenkrupp 

Materials Hungary Zrt vagy a thyssenkrupp AG felé érvényesíthetik a fenti elérhetőségek 

felhasználásával. 

 

Állapot: 2025. 


